**7 Bonnes pratiques du quotidien**

**1/ Utiliser des mots de passe complexes et uniques (si possible double authentification)**

**2/ Mettre à jour régulièrement les logiciels et systèmes**

**3/ Ne jamais ouvrir d'emails suspects ou cliquer sur des liens douteux**

**4/ Effectuer des sauvegardes régulières et sécurisées**

**5/ Limiter les accès aux données sensibles, former les membres aux outils informatiques et les sensibiliser régulièrement**

**6/** **Utiliser un antivirus et un pare-feu à jour**

**7/** **Mettre en place une charte informatique**